
 

 

  



 

 

#Do Your Part - Be Security Smart 

A campaign by a Group of Syrian Institutions 

To Raise Awareness of Cyber Security on the Computer Security Day 

 

On the eve of Computer Security Day (30 November), a group of Syrian 

organizations, which are; Syrians for Truth and Justice (STJ), Enab Baladi Newspaper, Rozana 

Radio, ARTA for Media and Development, Syrian Network of Print-Media (SNP), SalamaTech 

Project, I am Human website, come together to launch a cyber-security awareness 

campaign entitled #Do Your Part - Be Security Smart, aiming to highlight the importance of 

digital protection in our daily lives and raise awareness in this area among the Syrian 

society. 

 

Computer Security Day is an annual event which has been celebrated since 1988. It is 

designed to raise awareness and to promote best practices in Information Security, with the 

focus on the measures of protecting computers along with information data stored digitally 

by governmental institutions, private companies and schools. 

    

The Syrian-led, #Do Your Part - Be Security Smart campaign, 

aims at raising awareness of cyber security and protection 

among Syrian society groups, especially those working in the 

context of documenting human rights violations, media and 

civil society organizations . 

 

The #Do Your Part - Be Security Smart campaign begins on the 26th and lasts until the 30th 

of November 2018. The campaign includes a range of activities that promote the knowledge 

of digital protection tools, like publishing awareness-raising videos, articles and leaflets, 

along with the launch of a Cyber Security Guide that contains simple and practical advice on 

how to improve your digital security . 

 

 

Arabic and English hashtags have been created for the campaign : 

 #الأمن_الرقمي 

 #أمن_المعلومات 

 #أمنك_مسؤوليتك

#ComputerSecurityDay  

#DigitalSecurity  

 #CyberSecurity 

 

 

Cyber Security: is a set 
of tools and 
applications that are 
used to protect digital 
and cloud stored data. 



 

 

Topics which will be highlighted through the campaign include: 

 

- The cyber security’s concern of the IT security of individuals especially those in 

countries at war and conflicts. 

- What is Social Engineering? and how to protect our social media accounts from 

being hacked? 

- What is hacking?   

- The risks of using a pirated software, and the importance to make sure to get the 

original, licensed and open-source o/ne. 

- The necessary measures to keep our tablets and smartphones secure and a list of 

easy steps to create strong passwords. 

 

 

As technology becomes more and more deeply integrated into 

our lives, we become more and more dependent on it. But this 

dependence makes us vulnerable if technology fails, as we will 

suffer consequences in our daily lives, like infringing the privacy 

which could lead the personal information and data to be stolen 

and sold and on a broader vision it would threats the stability of 

a state and make the hackers use the information and interfere 

in its affairs. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

The fact that our 
data and 
information been 
safe before a month 
or a week does not 
mean that they are 
still safe today! 



 

 

 

 

 

 

 


